Copy the install folder to the desktop on your home computer running windows 10 and double click on the Setup file.
[image: C:\Users\jearle\Desktop\windows10vpn.PNG]
If user account control is enabled you will see a box open as shown below. 
Click yes to continue the install.

[image: C:\Users\jearle\Desktop\windows10vpn2.PNG]

In the next box that opens uncheck every box except for the first and click Install Selected as below.
[image: C:\Users\jearle\Desktop\windows10vpn3.PNG]


A new confirmation box will open then click OK to start the install.
[image: C:\Users\jearle\Desktop\windows10vpn4.PNG]

In the new box that opens is the EULA or license agreement. It is recommended to read through the agreement then select Accept.

[image: C:\Users\jearle\Desktop\windows10vpn5.PNG]

The last box will indicate successful completion of the program install.

[image: C:\Users\jearle\Desktop\windows10vpn6.PNG]

Open the start menu and either select Cisco AnyConnect at the top in recently added or the lower folder named Cisco which has the same shortcut.


[image: C:\Users\jearle\Desktop\windows10vpn7.PNG]


In the new box that opens when you launch the program you will need to type in 164.58.104.10 including the dots as separators.
[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn8.PNG]

[bookmark: _GoBack]When connecting you may see this box warning you of an untrusted connection. Click change setting and uncheck the “Block connections to untrusted servers.” Note that the IP address listed in the windows below should be the one you entered (164.58.104.10 )  above after launching the program.

[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn9.PNG]

After unchecking the box click the x in upper right to close box. 
[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn10.PNG]

Try the connection again and click Connect Anyway.
[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn11.PNG]

In the next box in the user name box enter rsc\ followed by your rose login user name and in the second box you login password as below.

[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn12.PNG]




After clicking OK a dialog box in lower right will open attempting the connection, when it disappears and if not presented with an error the connection was successful. If you see the following box click Connect anyway.

[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn15.PNG]

The next box that opens will prompt for your password again. Enter your password and click OK.

[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn16.PNG]

It should now show connected,
[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn17.PNG]
You must now make the connection to your office computer through rdp or remote desktop protocol. Click on the start button and navigate to “windows accessories>Remote Desktop Connection.
[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn18.PNG]

In the box that opens you will enter your computer name OR the IP address if you know it. Most people use the computer name since it is easier and usually doesn’t change.
[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn19.PNG]

Enter your credentials again preceeded by rsc\


You probably will now have a certificate warning which you will click on Yes. 

[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn20.PNG]


After doing so you should now see the desktop of your office pc. 









When finished working just logoff or disconnect your session. On your windows 10 pc disconnect your vpn session by right clicking the running program in the lower right and selecting disconnect.

[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn21.PNG]

[image: C:\Users\jearle\Desktop\Windows10VPN\windows10vpn22.PNG]

You can reestablish your connection by clicking on the globe which will open the connection box again.
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